FISMA COMPLIANCE QUICK GUIDE

WHAT IS FISMA?

The Federal Information Security Modernization Act (FISMA) is one of the most important and well-known regulatory compliance requirements for both federal agencies and businesses providing services to federal agencies. FISMA was signed into law in 2002 and amended in 2014. FISMA's purpose is to provide a comprehensive framework - and other supporting mechanisms - for ensuring the effectiveness of information security controls that support federal operations.

WHO DOES IT APPLY TO AND WHY?

It applies to both federal agencies and contractors providing services to such federal agencies. Contractors that store, process, and/or transmit data that’s resident within their information systems (i.e., non-federal information systems) for federal agencies must become FISMA compliant.

WHY FLANK FOR FISMA COMPLIANCE?

Because we offer the following for FISMA compliance:

- Set Fees for all phases of FISMA certification and accreditation
- FISMA All-in-One Toolkit and other world-class documents
- Continuous Compliance measures for FISMA with FLANK’s world-class regulatory compliance outsourcing services.

WHERE CAN I LEARN MORE ABOUT FISMA?

Visit flank.org today and start learning more about FISMA compliance, along with the products and services we offer federal contractors.

FISMA IS A PROCESS AND FLANK CAN HELP!

Becoming FISMA compliant is not a check-the-box, one-and-done scenario. It requires a structured approach for implementing highly-formalized, well-documented FISMA policies, procedures, and processes.

WANT TO LEARN MORE?

Contact us today at fisma@flank.org or give us a call at (800)-203-1643!